**单向加密破解**

**1、暴力破解**

**2、字典发**

**3、哈希链（有长度）——彩虹表前身**

**确定hash链——进行R函数、或者进行0到多次H函数+R函数，判断结果是否在hash链结束集合中**

**确定hash链之后，从hash链头进行计算，如果hash值与给定hash值相等，找到明文**

**R函数——重复hash链问题——解密明文的数量远小于2k**

**4、rainbow tables——每一步使用不同的R函数（R1,R2,R3……Rk）。他解决了重复链的问题，**

**为什么加盐哈希可以抵御彩虹表**

彩虹表在生成的过程中，针对的是特定的函数H，H如果发生了改变，则已有的彩虹表数据就完全无法使用。  
如果每个用户都用一个不同的盐值，那么每个用户的H函数都不同，则必须要为每个用户都生成一个不同的彩虹表。大大提高了破解难度。
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